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Download the Google AuthenticatorTM 3  
or Microsoft AuthenticatorTM 4 

application to your device from  
the Google Play StoreTM 1 or the  
Apple App StoreTM 2, respectively.

1

Setting up your 
Authenticator  
App for Online 
Banking
For use with Google  
and Microsoft

Login to your online banking account 
via desktop or mobile app.
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From the mobile app: 

Click on “My Settings” from the 
top task bar.

Select “More” at the bottom of 
the application.

Click on the settings widget     .

Go to “My Settings”.

From the website  
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Click on "My Settings".3
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Select “Edit” under “Security options”.

Scroll down to "Login and Security".
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Enter your current online banking password.

Click “Save”.

Toggle "By authenticator" on.5
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QR code.

Manual code.

Choose one of the options and follow the instructions on 
your Google/Microsoft Authenticator 3,4 app to link your 
banking account with the authenticator code.

You will be presented with Authenticator 
codes:  
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Open your Google AuthenticatorTM 3 or 
Microsoft AuthenticatorTM 4 application on your 
device, copy the code for City National Bank 
and paste/enter it on “Enter Code”.

b

3 Log out of online banking. 7

3

If your device has not been registered before, 
you will be prompted to verify and register your 
device by clicking on “Enter Code”.

Log into the online banking and conduct 
your regular transactions.  
You are all set! 
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a

Choose the option to register your device (if you don’t 
want to go through these steps the next time you login) 
or not. You will be all set!

c

a

b
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1City National Bank of Florida and Google Play Store are separate legal entities, which are not affiliated with each other in any way by common 
ownership, management, control, or otherwise. The content, availability, and processing accuracy of their websites and products are the 
responsibility of each respective company. City National Bank of Florida makes no representations or warranties as to the suitability, accuracy, 
completeness, or timeliness of the information provided, including any information provided by third parties.
2City National Bank of Florida and Apple App Store are separate legal entities, which are not affiliated with each other in any way by common 
ownership, management, control, or otherwise. The content, availability, and processing accuracy of their websites and products are the 
responsibility of each respective company. City National Bank of Florida makes no representations or warranties as to the suitability, accuracy, 
completeness, or timeliness of the information provided, including any information provided by third parties.
3City National Bank of Florida and Google Authenticator are separate legal entities, which are not affiliated with each other in any way by 
common ownership, management, control, or otherwise. The content, availability, and processing accuracy of their websites and products are the 
responsibility of each respective company. City National Bank of Florida makes no representations or warranties as to the suitability, accuracy, 
completeness, or timeliness of the information provided, including any information provided by third parties.
4City National Bank of Florida and Microsoft Authenticator are separate legal entities, which are not affiliated with each other in any way by 
common ownership, management, control, or otherwise. The content, availability, and processing accuracy of their websites and products are the 
responsibility of each respective company. City National Bank of Florida makes no representations or warranties as to the suitability, accuracy, 
completeness, or timeliness of the information provided, including any information provided by third parties.

4973140015 / rev 08/23

http://citynational.com

