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What is ISO 27001?
ISO 27001:2013 is the internationally recognized specification for an Information Security Management System 
(ISMS), and it is one of the most popular standards for information security. Acadia is adhering to the most 
recent version of the standard: ISO / IEC 27001:2013.

Why is ISO 27001 important?
At Acadia we take information security seriously and ISO 27001 certification ensures we do as much as 
possible to reduce identified risks to an acceptable level and manage them effectively. ISO 27001 helps us 
reduce information security and data protection risks and comply with other regulations such as GDPR, Cyber 
Essentials, PCI DSS, and ISO 22301.

What are the benefits?
Minimizing risk
ISO 27001 certification ensures controls are in place to minimize the risk of an information security breach and 
avoid any system weaknesses being exploited.

Best practice
With ISO 27001 certification, you can be confident that Acadia has addressed all security risks relating to IT, 
people, physical and business continuity requirements.

Legal and regulatory compliance
Certification to ISO 27001 requires Acadia to identify and comply with applicable legislation and local 
regulations. This has a positive impact on risk management and corporate governance.

What are the benefits?
Acadia’s data center is ISO certified. This means we can assure our clients that we systematically examine 
the organization’s information security risks, taking account of any threats, vulnerabilities and impacts 
within a standardized process. The certification requires annual audits which are reviewed and governed by 
independent auditors (ANAB – ANSI-ASQ National Accreditation Board) and requires adherence by the entire 
organization. This covers 114 security controls and clauses – all of which are audited on a 3-year cycle (with the 
fundamental clauses audited every year). 

If you would like any further information on Acadia’s information security procedures or have additional 
questions, please contact our dedicated team at risk_assessments@acadia.inc


