
 App Store Privacy Questions FAQ 
 Both the Google Play Store and iOS App Store require developers to provide 
 information on data collection and privacy as part of submitting an app for approval. 

 iOS Developers 
 In 2023 Apple change  d their system for collecting these disclosures. Developers can now 
 express their practices as structured data using  privacy manifest files  . Mapbox SDKs 
 implement privacy manifests to describe our data practices, so necessary disclosures 
 related to Mapbox SDKs will be completed automatically when you submit your app to 
 the App Store. 

 Android Developers 
 Google continues to collect privacy disclosures through their  Data Safety Form  . The 
 following guidance will help developers complete this form. Please remember that the 
 following information only describes Mapbox SDK’s data practices. Your answers to the 
 Play Store questionnaire should also reflect the behavior of your app and any other 
 software that it incorporates. 

 Does your app collect or share any of the required user data types? 
 Yes 

 Is all of the user data collected by your app encrypted in transit? 
 Yes 

 Which of the following methods of account creation does your app support? 
 My app does not allow users to create an account 

 Do you provide a way for users to request that their data is deleted? 
 Yes 
 Note: Mapbox provides this capability as further outlined at 
 https://www.mapbox.com/legal/ccpa-deletion-request  . Mapbox receives only minimal 
 personal data and operates controls designed to promptly de-identify and anonymize 
 such personal data. For example, Mapbox deletes IP addresses within 30 days of 
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https://developer.apple.com/documentation/bundleresources/privacy_manifest_files?language=objc
https://support.google.com/googleplay/android-developer/answer/10787469?hl=en
https://www.mapbox.com/legal/ccpa-deletion-request


 receipt (unless required for an investigation), so it is unlikely that Mapbox would have 
 personal data capable of identifying a data subject after 30 days of receiving such data. 

 Data Types 

 Data type  Collected?  Shared?  Processed 
 ephemerally? 

 Optional 
 for users?  Used for 

 Approximate 
 Location 

 Yes, if app 
 receives 
 Approximate 
 Location 
 permission 

 No  No  Yes  App functionality 
 Analytics 

 Precise 
 Location 

 Yes, if app 
 receives 
 Precise 
 Location 
 permission 

 No  No  Yes  App functionality 
 Analytics 

 App 
 Interactions 

 Yes  No  No  Yes  App functionality 
 Analytics 

 Diagnostics  Yes  No  No  Yes  Analytics 

 Device or 
 other IDs 

 Yes  No  No  No  App functionality 
 Analytics 
 Fraud prevention, security, 
 and compliance 

 You may find Mapbox’s privacy policy  here  .    
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https://www.mapbox.com/legal/privacy

