
 

 

 

 

 

 

 

 

Computer Security

Here are a few recommendations on how to make your computer more secure.

• It is recommended that you use a specific computer 
   dedicated to your business needs.
• Public or shared computers should be avoided when 
   accessing online banking.
• Keep your computer and anti-virus updated.
• If wireless Internet is used for the business, ensure 
   that the network is password protected.
• Do not use unsecure or public wireless networks.
• Be cautious of unsecure websites. Look for the signs 
   of a secure website, such as the web address which 
   will begin with ‘https’. The ‘s’ is for secure and/or a closed 
   padlock (          ) also means the site is secure.https://
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